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Basic Information 

Last Closed Price US$45.93 

12M Target Price US$57.00 

+/- Potential +24.1% 

Bloomberg Ticker FTNT: US 

GICS Sector Technology 

GICS Sub-Industry Software & Tech Services 

 

1Y Price v Relative Indexes 
 

 

 

 

Company Description 
Fortinet, Inc. provides a full suite of integrated 
cybersecurity solutions (from firewalls to 
endpoint protection) globally. It sells its security 
solutions directly and to channels and is well-
diversified with customers in various industries.  
 
Key Financials 
Market Cap  US$36.22b 
Basic Shares O/S US$788.52m 
Free Float 84.5% 
52-Wk High-Low US$45.93 - US$73.53 
Fiscal Year End 31-Dec-2022 

 

(US$ m) FY20A FY21A FY22E FY23E 
Revenue 4,403.2 5,770.5 7,575.5 9,952.2 

Gr Rate (%) 31.7 31.1 31.3 31.4 

NPI 488.5 606.8 542.0 799.4 

Margin (%) 18.8 18.2 12.3 13.9 

ROE (%) 12.3 12.2 8.5 10.7 

ROA (%) 44.4 73.4 44.7 36.2 

D/E - 1.2 0.6 0.4 

 
Key Executives 
Ken Xie Chief Executive Officer 

 

We are initiating coverage of Fortinet Inc, (“Fortinet” or 

“Company”) with a BUY rating and a US$57.00 12M price target.   

Forti-fied position amidst global macro-economic headwind 

● Increasing interest rates and recession fears have led to market-

wide selloffs, with technology stocks receiving the brunt of it. 

● Fortinet has been down 30.4% over the past 1Y, fairly in line with 

the overall market. We believe that this is an overreaction and 

unwarranted due to Fortinet’s strong fundamentals and value 

proposition that sets it apart from competitors in the sector. 

FY22 Q3 Earnings Highlights 

● Total revenue of US$1.15b, up 33% YoY 

● GAAP operating margin of 23.1%, 3.9% higher YoY of 19.2% 

● Operating cash flow was US$359.2m, 19.8% higher YoY 

● Repurchased US$500.0m of shares with cash 

Investment Thesis  

● Optimal cybersecurity choice amidst global macroeconomic 

headwinds, via leading products in terms of performance and 

benchmarks at lower prices. 

● Well poised to capture further market share, through its strong 

diversification and sticky ecosystem. 

● Favourable margins allow Fortinet to further widen its moat, 

allowing it to enjoy sustainable growth via various strategies.  

Catalysts 

● Increased geopolitical tensions with greater malware and 

cybersecurity threats from countries and independent actors. 

● Accelerated expansion plans through the acquisition of specialised 

companies, with past M&As boosting stock prices. 

● Earnings beat, particularly in a market with lowered earnings 

guidance and estimates. 

Valuations 

Our 12M price target at the date of coverage is US$57.00. The target 

price was derived from a blended average of share values calculated 

from Discounted Cash Flow Analysis (Exit Multiple & Gordon Growth) 

and Relative Valuation based on FY23 EV/Revenue multiples. 

Investment Risks  

● Supply chain disruptions: Semiconductor chip shortages are 

mitigated by a diversified supply chain. 

● Recessionary risk: Mitigated by the recession-proof nature of 

cybersecurity services and the stickiness of Fortinet’s offerings 

● Risk of competition: Underappreciated war chest presents 

strong acquisition abilities 

 Fortinet Inc, (NASDAQ: FTNT) 

BUY: US$57.00 (+24.1%) 

Equity Research Department - TMT Date: 3rd November 2022 
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Figure 1: Security Anywhere in Any Form 

 

 

 

Source: Fortinet 

Figure 2: Fortinet’s Category Descriptions  

 
Security 
Driven 

Networking 

 
Tightly integrates an organization’s 
network infrastructure and security 
architecture. 
 

 
Zero Trust 

Access 

 
Continually verifies who and what is 
using your resources, ensuring secure 
access everywhere. 
 

 
Cloud 

Security 

 
Empowers organizations to achieve 
digital acceleration by securing any 
application on any cloud. 

 

 
Security 

Operations 

 
Provides advanced threat detection 
and response capabilities, alongside 
centralized security monitoring. 

 

 
FortiGuard 

 
Counters threats in real time with AI-
powered, coordinated protection. 

Source: Fortinet 

Figure 3: Fortinet’s revenue mix  

Source: Fortinet 

 

Company Overview 

Founded in 2000 and headquartered in Sunnyvale, California, Fortinet 

is a pure play cybersecurity company offering cybersecurity solutions 

globally. The company provides both software-based and hardware-

based solutions, operating in two main segments - Products and 

Services (Figure 1). 

As a one stop shop, Fortinet provides a variety of products and services 

targeting many areas of cybersecurity. Its offerings all fall under its 

cybersecurity mesh platform, Fortinet Security Fabric, powered by its 

in-house FortiOS.  

Fortinet’s hardware and software products can be separated into its 

core platform (FortiGate) and enhanced platform technology (Non-

FortiGate). FortiGate consists of the company’s Network Security 

category, with products such as Firewall and Secure SD-WAN. All other 

categories, Secure Networking, Zero Trust Access, Cloud Security and 

Security Operations fall under its Non-FortiGate and spans a wide set 

of cybersecurity features. Fortinet also offers subscription services, 

including FortiGuard Security Services and FortiCare Technical 

Support Services (Figure 2). 

Revenue Mix 

At 38% of its FY21 total revenues, Fortinet’s product offerings act as 

the company’s main revenue driver, followed by its security 

subscriptions and its technical support services (Figure 3). 

Nevertheless, Fortinet remains a highly diversified corporation, 

diversifying across customer types, geographies, and industries 

(Figure 4). 

3Q22 Earnings Review 

● Revenue: Total revenue was US$1.15b for the third quarter of 

2022, an increase of 32.6% compared to US$867.2m for the same 

quarter of 2021. 

● Product Revenue: Product revenue was US$468.7m for the third 

quarter of 2022, an increase of 39.0% compared to US$337.1m for 

the same quarter of 2021. 

● Service Revenue: Service revenue was US$680.8m for the third 

quarter of 2022, an increase of 28.4% compared to US$530.1m for 

the same quarter of 2021. 

● Cash Flow: Cash flow from operations was US$483.0m for the 

third quarter of 2022, compared to US$398.8m for the same 

quarter of 2021. 

● Share Repurchase Program: During the three and nine months 

ended September 30, 2022, Fortinet repurchased 10.2m and 

36.0m shares of its common stock, respectively, at an average 

price of US$49.15 and US$55.37 per share, respectively, and for 

an aggregate purchase price of US$500.0m and US$1.99b, 

respectively.  
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Figure 4: Fortinet’s revenue mix by industries 

Source: Fortinet 

Figure 5: Increasing frequency and intensity of 

cyberattacks globally 

 

Source: KPMG 

Figure 6: TAM for Cybersecurity 

 

  

 

 

 

 

Source: Fortinet 

 

 

 

 

 

Industry Outlook 

The rise of cloud services and the rapid increase in global connectivity 

have resulted in a shift towards the way business and people store 

data. Data is now increasingly stored online, no longer restricted to 

being stored in a company’s internal database. The emergence of the 

pandemic has also accelerated this shift, as hybrid work slowly 

becomes a norm. 

Increasing awareness and need for cybersecurity 

The shift towards online storage of data came alongside the increase 

in cyberattacks, which threatened the viability of storing data online. 

Nevertheless, this shift is expected to be permanent, even as frequency 

and intensity of cyberattacks are increasing and which pace is 

expected to accelerate going forward. This has led to an increasing 

awareness for cybersecurity, intended to manage and protect 

businesses from cyberattacks such as ransomware.  

However, such cyberattacks continue to increase in frequency. 

Ransomware cost the world US$20b in 2021, and that number is 

expected to rise to US$265b by 2031. Recent high-profile hacks such 

as Robinhood are also becoming increasingly common, showing that 

no business is fully protected from cyberattacks. In addition, 

cyberattacks are also becoming more sophisticated, with their tactics 

more resilient to conventional cyber defences such as out-of-the-box 

cybersecurity solutions like antivirus software and firewalls. As a 

result, the cost of cybercrimes is also increasing in tandem with its 

regularity (Figure 5). 

This dictates the need for stronger, safer solutions offered by 

cybersecurity firms as it is no longer as viable for businesses to 

develop their own internal cybersecurity. The Total Addressable 

Market (TAM) for cybersecurity is expected to grow from US$138b in 

2022 to US$199b by 2026, with a CAGR of 10% (Figure 6). While North 

America is the largest market with a 45% market share, emerging 

markets are also starting to place emphasis in cybersecurity in recent 

years, particularly in the EMEA and APAC regions. 

A shift towards vendor consolidation 

The current cybersecurity industry is largely fragmented, with 

thousands of providers offering seemingly similar, highly technical 

services. Traditional cybersecurity solutions used to entail companies 

managing multiple point-products or vendors in their cybersecurity 

products. However, such methods are increasingly going under 

criticism.  In today’s cybercrime scene with the increased intensity and 

frequency of attacks, such methods only serve to provide businesses 

with more challenges than protection. 

With multiple solutions from different vendors, this has led to poor 

visibility and gaps between the products and thus gaps in protection. 

Furthermore, there is increased complexity and inefficiencies in 

learning each new product while blending the different systems 

together to suit the client’s need. As a result, businesses are 

increasingly demanding vendor consolidation, seeking a cybersecurity 

platform approach. This approach entails consolidation of solutions 

from one single vendor instead, where tighter integration between 

solutions are expected to lead to more effective responses to threats. 

Thus, cybersecurity companies able to offer a suite of services stand to 

gain from this shift in vendor consolidation. 
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Figure 7: Investments into Cybersecurity 

Source: Fortinet 

Figure 8: Regulation further propels the need 

for cybersecurity 

Regulation  Description 
New York 
SHIELD Act  

Requires all organizations 
operating in N.Y. to implement 
“reasonable” technical, 
physical, and administrative 
safeguards 

E.U. 
Cybersecurity 
Act 

Stronger cybersecurity 
mandates required, alongside 
stronger enforcement of higher 
cybersecurity standards 

Source: Appsealing 

Figure 9: Fortinet’s competitors within the 

industry 

 

Source: Company websites, Wikipedia Commons 

Figure 10: Cybersecurity company market 

share 

 

Source: Statista 

Figure 11: Customer reviews in key product 

segments (weighed by users) 

Regulation and increasing investments further propel the 

demand for cybersecurity 

Investments into cybersecurity have also seen an increase as 

awareness and the need for cybersecurity increases. Governments and 

businesses are increasing spending into cybersecurity companies 

(Figure 7), as more and more cybersecurity start-ups emerge in view 

of this emerging industry. Regulation is also playing an important part 

in propelling businesses to seek for third party cybersecurity 

solutions, amidst establishments of minimum cyber hygiene standards 

and more (Figure 8). 

As the cybersecurity industry continues to add new markets such as 

Zero Trust and Cloud Security, and as new geographic markets enter 

the industry amidst increasing need and awareness for cybersecurity, 

TAM of cybersecurity will only continue to grow and remain relevant 

in years to come. 

Competitive Positioning 

The cybersecurity space is incredibly competitive and packed (Figure 

9), but Fortinet has carved out its own share and is a significant player 

with the 3rd most market share (Figure 10). However, they are 

incredibly well-received by product users and have some of the most 

active users of their products in the market space, ahead of key 

competitors such as Cisco, Check Point, Palo Alto Networks and Sophos 

(Figure 11). 

With great macroeconomic headwinds ahead, cybersecurity 

companies will inadvertently be affected, but we believe that Fortinet 

stands to benefit the most. 

While a greater focus on earnings in such an environment hinders 

Fortinet due to its hefty valuation (P/E ~60), it commands a premium 

as one of the few companies that generate both positive earnings and 

cash flows within the industry. In addition, due to our thesis, we 

believe it can compress ratios through fundamental earnings growth. 

Below are some of the key concerns of the market, and our thesis cover 

Fortinet’s position concerning it. 

1. Increased cost-cutting across the board by companies to 

weather potential recession ahead. 

Thesis 1: Cybersecurity spending is still vital, and even as companies 

cut costs, Fortinet stands to benefit from those switching to lower-cost 

alternatives, as they offer an unmatched value proposition for its 

services.  

2. Slowing growth in key markets of America poses a concern to 

growth targets. 

Thesis 2: Diversification is key, and Fortinet has a strong overseas 

presence and first-mover advantage in EMEA and APAC markets to 

mitigate it. Overall growth remains strong due to rapidly growing 

cybersecurity scene in other continents too. 

3. Rising interest rates to curb high inflation and potential 

recessionary risks impact a company’s ability to innovate and grow 

Thesis 3: Fortinet has an underappreciated war chest and zero debt 

that enables consistent R&D and opens M&A opportunities for growth. 

This enables them to rely on revenue from operations, and with little 
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Source: Gartner 

Figure 12: Cybersecurity company market 

share 

 

Source: Statista 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

debt, rising interest rates do not greatly affect debt payments, while 

providing ample space for additional gearing. 

Porter’s Five Forces 

Illustrating the points below using Porter’s Five Forces diagram 

(Figure 12), we observe that despite macroeconomic headwinds, the 

growing ever-present demand for cybersecurity services is one that 

Fortinet can capitalise on with its unique characteristics. 

Competition within industry – High 

The cybersecurity industry is incredibly fragmented with no dominant 

players, as the top 8 firms in the scene do not even occupy more than 

50% of the overall market share. However, there are also not many 

large-scale companies like Fortinet, with the industry consisting of 

many small start-ups and software companies catering to a niche 

segment. Key competitors include Palo Alto Networks, Checkpoint, and 

Cisco, with the latter (along with other firms in the sector) being the 

cybersecurity arm of large technology conglomerates. However, a key 

trait of Fortinet is that it is one of the few companies in the industry 

that is both profitable and generates free cash flow, with main rival 

Palo Alto Networks not being able to achieve the former. 

Threat of new entrants - Moderate 

Due to there not being significant barriers to entry, there is high 

market saturation, with many start-ups and smaller companies within 

the industry. Said start-ups also focus on the software side (in contrast 

to hardware) due to the lower capital requirements. However, this 

threat is largely mitigated by the ever-dominant need for hardware 

solutions in the security space, one which is dominated by the larger 

players. Similarly, companies like Fortinet are well-positioned to 

acquire smaller companies for them to gain expertise in a certain 

domain. Such frequent consolidation has allowed the larger players to 

remain unshaken at the top. 

Threat of substitutes – Moderate 

Despite the inherent nature of the business and the closeness of 

substitutes in offerings, it is mitigated through Fortinet’s customer mix 

and its ecosystem. Firstly, Fortinet’s customers are predominantly 

large enterprises with some small businesses, and such customers do 

not normally switch their enterprise solutions quickly. Secondly, 

Fortinet’s integrated system of products and services that cover a large 

variety of needs makes it stickier, and the contracts formed normally 

span >5 years, locking in their customers and providing a “guaranteed” 

recurring source of revenue. 

Bargaining power of customers - Moderate 

Due to Fortinet’s services being catered to businesses, their customers 

have a certain degree of bargaining power, especially due to the scale 

in which they operate. That said, their revenue mix is diversified 

enough across the various sectors from government to financial 

services and education, providing some buffer against companies 

looking to bargain. 

Bargaining power of suppliers - Low 

The company’s services and technology are proprietary and self-

developed, with their office spaces and buildings being self-built and 

owned on land which they have bought. They mainly source for 
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Figure 13: Comparison of industry 

certifications and benchmark tests 

 

Source: Company websites, team analysis 

Figure 14: Outperformance via self-developed 

specialty SPUs 

 

Source: Company reports 

Figure 15: Greater value proposition for clients 

 

Source: CyberRatings.org, team analysis 

 

 

 

materials from a wide range of suppliers only for their hardware 

products, making them rarely susceptible to the whims of suppliers.  

Investment Thesis 

1. Fortinet’s great value proposition through lower prices and 

better outperformance via its technology moat poises it to benefit 

from macroeconomic headwinds. 

Fortinet’s key strength largely stems from its solid range of products 

that it caters to its customers. While services and products offered by 

cybersecurity companies remain largely the same, Fortinet stands out 

through its lead in terms of industry certifications and benchmarks.  

Its key competitors such as Palo Alto Networks, Check Point and Cisco 

all have the standard range of US government certifications such as 

Commercial Solutions for Classified Program (CSfC) and Federal 

Information Processing Standards (FIPS) for their products, as well as 

international IT security evaluation such as Common Criteria. 

However, a key thing that is missed out is Fortinet’s focus on intrinsic 

performance, something that can be seen from its participation in a 

wide range of benchmark tests and 3rd party certifications (Figure 13). 

Such certifications and tests (beginning at “ICSA Labs”) focus on 

products’ ability to prevent cybersecurity threats, such as preventing 

exploits from targeting vulnerabilities, ability to detect malicious URLs 

and URLs, and defense against attack scenarios. Not only are they a 

testament to the quality of Fortinet’s products, they also provide 

assurance to customers that they are well able to meet their security 

needs amidst an enviroment of “smarter” cybersecurity threats. 

Similarly, its usage of its own security processing units (SPUs) that it 

developed in-house has enabled significant outperformance over its 

peers (Figure 14). Said outperformance applies to both their “Network 

Processing” and “Integrated-System-on-a-Chip” line, which targets 

large/medium enterprises (starting at over ~US$30,000) and smaller 

businesses (starting at over ~US$600) respectively. This stems from 

competitors using general-purpose central processing units (CPUs) as 

compared to Fortinet’s tailored proprietary chips.  

This technology moat is also not one its competitors can address easily, 

for Fortinet has a fundamentally different approach regarding product 

development and manufacturing. As quoted by the CEO, Fortinet does 

them in-house and has invested billions in long-term projects 

spanning 5-10 years, compared to competitors relying more on 

outsourcing, as well as expanding their product offerings and expertise 

through acquisitions. The SPUs are a key example of such investments, 

and Fortinet appears to be the only company within the cybersecurity 

space to do so. The upfront significant investments have paid 

dividends for Fortinet—through reaping economies of scale in 

addition to better performance—garnering 36.8% of the market share 

for combined firewall, unified threat management (UTM) and virtual 

private network (VPN) services. This is about 3 times more than Cisco 

and 12 times more than Palo Alto Networks, regarded by CEO Ken Xie 

as their closest competitors. 

As such, they provide an unmatched value proposition for 

cybersecurity offerings. Using a value index utilising performance over 

price (Total Cost of Ownership/Megabits per second), Fortinet is the 

clear leader and runs circles around its competitors (Figure 15). This 

positions the company to also benefit from the high-inflationary 
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Figure 16: Fortinet’s geographic diversification 

amongst peers 

 

 

 

 

 

Source: Company Filings 

Figure 17: 2027 Market Value and CAGR  

 

Country CAGR 
Africa 15.79% 

Europe 12.54% 
APAC 15.72% 

Americas 12.55% 
Source: Statista 

Figure 18: Fortinet’s global firewall shipments 

Source: Fortinet 

Figure 19: Cybersecurity maturity levels 

globally 

environment and recession fears, with companies (regardless of size 

and sector) already cutting costs across the board as of today. While 

cybersecurity spending may not be impacted too greatly due to the 

importance amidst global threats, businesses opting for cybersecurity 

choices will have cost at the top of their minds, something that will 

greatly benefit Fortinet. Due to the closeness in substitutes of 

products, companies looking to trim down on cybersecurity spending 

can also switch to Fortinet, as competitors do not have as entrenched 

of an ecosystem to retain consumers. 

2. Fortinet’s strong diversification and ecosystem allow it to 

capture further market share  

One of Fortinet’s key differentiating factor lay in its strong 

diversification compared to peers. In particular, Fortinet is well 

diversified in its geographies, as well as in its customer industries and 

types (Figure 16). While this would lower the risks faced by the 

company and prevent reliance on a certain market or customer, more 

importantly, this would provide Fortinet a first mover advantage over 

peers in capturing new markets.  

Currently, Americas is the largest cybersecurity market and will 

continue to be so even in 2027. Nevertheless, regions outside of 

Americas such as Asia, Europe and Africa are also showing promising 

signs, and make up for their market volume with steep growth 

exceeding that of the Americas (Figure 17). As APAC and EMEA regions 

become more popular targets for cyberattacks amidst rapid 

digitalisation in such countries, our group believes that those regions 

will drive the demand for cybersecurity solutions in the next few years. 

In times where the Americas market is charting slower growth and 

seeing increasing saturation, Fortinet’s management shines through in 

their deliberate diversification strategy to differentiate themselves 

via-a-vis peers and to lay the steps for future sustained growth.  

With the groundwork already laid for the company, evidenced by its 

huge international presence in global APAC and EMEA markets 

compared to peers (Figure 18), our groups notes that management’s 

strategy will poise Fortinet to reap the most benefits from the 

international cybersecurity market in years to come. 

Fortinet’s diversification strategy works in tandem with the 

company’s ecosystem to capture further market share. In particular, 

Fortinet’s value proposition to its customers, (1) Affordability in 

pricing, (2) Strong protection from cybersecurity threats and (3) A one 

stop shop for cybersecurity services allows Fortinet to not only be able 

to aggressively capture market share, but also defend its share in the 

international markets by catering to its customer’s needs. 

While Fortinet’s strong value proposition would allow the company to 

benefit from macroeconomic pressures as aforementioned, there is 

also another added layer for its value proposition to be particularly 

attractive to customers in emerging global markets. This goes in line 

with its diversification strategy, where cybersecurity maturity of 

countries outside of the US are lower and most companies in such 

countries are often beginners in embracing cybersecurity solutions 

(Figure 19). Industry wise, over 50% of Fortinet’s consumer base tend 

to spend lesser on cybersecurity, who are inclined towards cheaper 

solutions (Figure 20). Hence, Fortinet’s solutions offer a sweet point 

for customers in international markets where its solutions are more 
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Source: WSJ Pro 

Figure 20: Percentage of IT spending by 

industry 

Source: Deloitte 

Figure 21: Fortinet’s free cash flow growth vis-

à-vis peers 

 

Source: Company filings & presentations 

Figure 22: Fortinet’s Margins vis-à-vis peers 

 

Source: Company filings & presentations 

 

Figure 23: Fortinet’s Projected R&D Expense 
(US$ms) 

affordable yet as strong or stronger than its peer’s cybersecurity 

solutions. Its enhanced presence in such markets also allows the 

company to capture the most out of such growing markets, as it leads 

the value index measuring performance over price over peers. 

Over time, Fortinet would still be able to defend its market share even 

if its competitors expand internationally given its strong ecosystem. 

Following the industry trend of companies demanding vendor 

consolidation, Fortinet’s diverse offerings create strong incentives for 

its customers to continue using its comprehensive cybersecurity 

solutions. High exit barriers also exist in usage of its unique Fortinet 

Security Fabric platform and penalties for breaking its long-term 

contracts. In essence, Fortinet’s strategic diversification strategy and 

ecosystem would well position the company in capturing greater 

growth in the cybersecurity industry now and in the future. 

3. Fortinet’s favourable margins allow it to continue widening its 

moat via various sustainable growth strategies 

Through its value-for-money offerings, strong diversification and 

cohesive cybersecurity ecosystem, Fortinet currently enjoys healthy 

margins and strong free cash flow growth vis-à-vis its peers in the 

cybersecurity industry. Over a span of 5 years from 2017-2021, 

Fortinet’s free cash flow growth has enjoyed, on average, a 31.3% 

growth YoY. This growth rate has placed it above many of its 

competitors like Check Point and Palo Alto, both of which have only 

enjoyed growth of about 4.3% and 27.7% respectively over the same 

time period (Figure 21).  In addition, Fortinet also possesses healthy 

EBITDA and Net Income margins (22.6% and 18.12% respectively) 

relative to its peers (Figure 22). Crucially, we note that the 

fundamental drivers behind such margins lay in its strong value 

proposition to customers, rather than in its revenue split, as observed 

in peers like Check Point who enjoy greater margins due to a heavier 

focus on services over products. 

Fortinet’s strong cash position and favourable margins thus function 

as safety nets in the current macroeconomic environment that is 

plagued by high interest rates and increasing recessionary risk. Unlike 

its competitors, Fortinet’s margins allow it to sustain its normal 

business operations even without the use of leverage, thus preventing 

it from being susceptible to high levels of interest rates that are 

otherwise being incurred by its peers.  

Notably, we recognise that this places Fortinet in a more competitive 

position to pursue growth in the form of strategies like Research & 

Development. From the years 2017 to 2021, Fortinet’s R&D expenses 

increased from US$211m to US$424m, a CAGR of 14.98%, which was 

largely proportionate with its FCF growth. Moving forward, we expect 

this trend to be sustained, with R&D expenditure reaching US$1,662m 

in 2026 (Figure 23). In addition, Fortinet’s margins and strong cash 

positions also allow them to utilise acquisitions as a means to improve 

their product offerings. To date, Fortinet has acquired more than 16 

companies in a bid to improve various product features, with its latest 

acquisition having taken place more than a year ago on 31st August 

2021 (Alaxala Networks, a networking hardware company). 

Historically, the markets have also reacted well to such acquisitions, 

recognising their merits (Figure 24). Hence, considering Fortinet’s 

dormancy in its acquisition activity and its healthy margins, we believe 

that it currently displays high potential to undertake acquisitions of 
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Source: Team Analysis 

Figure 24: Past reactions to Fortinet’s 

Acquisitions 

 

Source: S&P Capital IQ, Company filings & 

presentations 

Figure 25: Wiper Malware attacks on European 

Countries 

 

Source: Fortinet 

Figure 26: Fortinet’s Stock Price Movement on 

Earnings Surprise 

 

Source: S&P Capital IQ 

 

 

 

smaller competitors which in turn enhance its product offerings and 

hence further widen its competitive moat.  

Catalysts 

• Fortinet stands to benefit from current and potential 

geopolitical tensions: Since the onset of the Russian-Ukraine 

war, Fortinet has stated that cyberattacks on governments & 

corporations alike have been more rampant, pointing 

specifically to the rise in the use of wiper malware (Figure 25). 

Notably, Fortinet detected at least 7 major new wiper variants 

in the first six months of 2022 and discovered that the number 

of new variants were equivalent to the sum of all variants that 

were detected between 2012 and 2021. Understandably, this 

poses a significant threat to governments and private 

corporations alike due to the destructive nature of malware. 

Specifically, we believe that Fortinet is better positioned to 

capture the increase in demand for cybersecurity products 

due to its affordable pricing and value proposition as a one 

stop shop.  

 

• Earnings surprise for 4Q22 and FY22: Currently, Fortinet’s 

management expects revenue for 4Q22 to be in the range of 

US$1.275b to US$1.315b. We believe that a positive earnings 

report for 4Q22 will thus serve as a catalyst to drive Fortinet’s 

share price even higher similar to past earnings surprises 

(Figure 26). 

 

• Accelerated expansion plans contingent on cash reserves 

accumulated during the post-Covid-19 pandemic boom: 

Considering Fortinet’s strong cash position alongside the fact 

that its last acquisition took place over a year ago on 31st 

August 2021, we believe that Fortinet is well-positioned to 

embark on further strategic acquisitions to solidify its 

position as a leader in the cybersecurity industry. Notably, the 

streets have also reacted positively in the past to Fortinet’s 

acquisitions, and we believe that such a trend would persist 

under the assumption that Fortinet is able to relay the merits 

of its acquisitions.  

Financial Analysis 

Overview 

The chart (Figure 27) reveals Fortinet’s financial condition prospects 

for the next five years, highlighting our assumptions. Most indicators 

yield positive and favourable trends that are supportive of the overall 

BUY recommendation.  

Strong top-line growth 

Through leading products and extensive geographical diversification, 

we project Fortinet to capture a greater slice of the rapidly growing 

cybersecurity market available within the next few years. Specifically, 

we expect revenue to increase from US$4.4b to US$12.7b from 2022 to 

2026, registering a CAGR of 30.7%. We expect this growth in revenue 

to be contingent on Fortinet’s value proposition to its customers 

compared to peers, as well as its increasing market share across 

geographies & industries as highlighted in our earlier theses. However, 

we adopted a conservative approach with regards to margins, in part 

of its high R&D expenditure to maintain its leading technology edge, in 
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Figure 27: Financial Analysis Table 

 

Source: Company Filings, Team Estimates 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

addition to greater sales and marketing efforts in a bid to capitalise on 

the need for affordable cybersecurity solutions amidst macroeconomic 

downturns. 

Efficiency 

Within the cybersecurity industry, Fortinet is one of the few profitable 

companies, and generates an impressive return on its assets/equity. 

However, we have adopted a more conservative approach to its short 

term outlook due to the overall impact of a potential recession. 

Fort-ress of financial stability 

Through high liquidity ratios the lack of debt on their balance sheet, in 

addition to a growing cash balance, Fortinet is well positioned to 

weather through an environment with rising interest rates. They have 

no difficulties in meeting both their short and long-term obligations, 

with it being in a great financial position to undergo acquisitions and 

capital raising if the need arises. Further illustrating our point on 

Fortinet’s financial stability and freedom from debt, Fortinet currently 

enjoys a 43.6x times interest earned (TIE) ratio and stands in a strong 

position to service its 2026 and 2031 Senior Notes with principal 

amounts of US$500m and interest rates of 1.30% & 2.30% respectively 

due to its strong value proposition to customers stemming from its 

broad, integrated solutions offered by its Security Fabric. 

Valuation 

Valuation Price Target: US$57.00 

Our target price was derived from a blended average of share values 

calculated from Discounted Cash Flow Analysis and Comparable 

Companies Analysis based on FY23 EV/Revenue multiples. 

Intrinsic Valuation  

A Discounted Cash Flow (DCF) analysis was used to derive the intrinsic 

value of Fortinet, using both the Exit Multiple and Gordon Growth 

method. Revenue was discounted using weighted average cost of 

capital (WACC) over a five-year period from FY22 to FY26. 

Revenue Build 

Fortinet currently enjoys 2 main streams of revenue from both its 

products and services. We utilised a top-down approach to estimate 

revenue, projecting a 2.46% increase in Fortinet’s market share 

(2.40% to 4.86%) from 2021 – 2026. Tying this increase in market 

share alongside the increase in the total addressable market for the 

cybersecurity industry, we thus projected Fortinet’s revenue to 

increase from US$3.3b to US$12.7b from 2021 – 2026 due to its 

increasing diversification across industries & geographies. 

Cost of Revenue 

Cost of revenue as a % of revenue was derived using a 5Y historical 

average as we expect these costs to remain relatively constant. While 

near-term macroecnomic trends such as global supply chain 

disruptions threaten increases in cost of revenue, we believe that 

Fortinet’s efforts in reducing its vulnerabilities to global supply chain 

disruptions through R&D and diversification efforts largely mitigate 

this risk. 

Operating Expenses 

Fortinet’s operating expenses as a % of revenues were projected to 

increase firstly by 3.88% in 2022, before sustaining a gradual decline 
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Figure 28: WACC Parameters 

WACC Variables 

Input Rate (%) Source 

Debt Ratio 2.5 Fortinet’s Capital 
Structure 

Cost of Debt 1.82 Interest Expense/ 
Total Debt 

Tax Rate 27 Historical Data 

After Tax Cost 

of Debt 
1.33 - 

Equity Ratio 97.5 Fortinet’s Capital 
Structure 

Risk Free Rate 4.14 U.S. 10-Year 
Treasury Bonds 

Beta 1.16 Capital IQ 

Market Risk 

Premium 
4.24 Damodaran 

Cost of Equity 9.06 CAPM 

Source: Team Estimates 

 

 

 

Figure 29: Football Field 
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from 2023 – 2026 to pre-Covid levels. These projections took into 

account Fortinet’s recent expansionary efforts into new markets & 

industries, as well as increased R&D expenses stemming from the 

company’s efforts to reduce its vulnerability to supply chain 

disruptions, (See Market Risk 1 below).  

WACC 

Using the Capital Asset Pricing Model (CAPM) to calculate the cost of 

equity and Interest Expense/Debt to calculate the cost of debt for 

Fortinet, a WACC of 8.86% was obtained. 

The risk-free rate was taken to be the US 10-year treasury rate at 

4.14%; beta was taken from CapIQ at 1.16 and the market risk 

premium was taken to be at 4.24% according to Professor 

Damodaran’s estimations. Tax rate was taken to be 27%, an average of 

Fortinet’s historical tax rates.  

Terminal Value 

Both the perpetuity growth method and exit multiple method was 

utilised to calculate the implied shared price. A terminal growth rate 

of 3.5% was used in the perpetuity growth method, while the median 

EV/Revenue terminal multiple was used for the exit multiple method. 

Present value of terminal value using both methods were found to be 

similar at US$33,321m and US$34,460m respectively, confirming our 

estimates.  

Sensitivity Analysis 

A sensitivity analysis flexing on important variables such as WACC, 

terminal growth rate and exit multiple. The Exit Multiple method 

yielded a range of implied share value from US$53.52 – US$58.27, 

while the Gordon Growth method yielded a range of values from 

US$41.75 – US$77.16. Our price target of US$57.00 lies between the 

range of values for both methods. 

Relative valuation 

A screening criterion was used to select comparable companies, using 

the main criteria of similar business models and product offerings to 

Fortinet. A total of eight companies, including Palo Alto Networks, 

Check Point and others were used in our comparable companies. The 

main multiple used in valuation was EV/Revenue, which resulted in a 

range of values from US$41.08 – US$82.82. 

Investment Risks 

Market Risk 1(M1) 

Supply Chain Disruptions: 37.6% of Fortinet’s revenue is currently 

generated from its line of products. Due to the nature of their products, 

Fortinet is vulnerable to supply chain disruptions, particularly in the 

semiconductor chip industry. Although China appears to be easing its 

Covid-Zero policy, suggesting that supply chain disruptions stemming 

from China’s policies may finally be coming to an end, we still expect 

near-term disruptions especially when accounting for the Russia-

Ukraine conflict. However, Fortinet appears to recognise the 

ramifications brought about by such disruptions, as they have actively 

moved to diversify supply chains and redesign products to increase 

resilience against such disruptions. For example, Fortinet’s CEO has 1) 

indicated the company’s desire to redesign the 600F series chip, 2) is 

working with a manufacturer to custom make ASIC chips to secure the 

supply chain and 3) contracted manufacturers in both Taiwan (TSMC) 

and in Japan (Renesas) to produce its proprietary SPUs, again 
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Figure 30: Investment Risk Matrix

Source: Team Estimates 

indicating its diversification of supply chain especially in light of 

potential China-Taiwan tensions. 

Market Risk 2 (M2) 

Recessionary Risk: The current macroeconomic environment is 

characterised by rising interest rates and tapering consumer demand 

as a result of ballooning inflationary pressures. As a result, Fortinet as 

well as its customers are seeing significant headwinds in relation to 

growth prospects. However, given that Fortinet’s products are value-

for-money and hence indicative of their recession-proof nature, we 

believe that even if the recessionary risk materialises, Fortinet’s strong 

value proposition could potentially allow it to gain further market 

share from its competitors. In addition, Fortinet’s services are offered 

on a contractual basis ranging from 1 to 5 years and hence, these 

contracts are sticky in nature and likely to be recession-proof. 

Business Risk 1 (B1) 

Potential entry of new competitors: The cybersecurity industry has 

traditionally low barriers to entry due to low capital expenditures. 

However, as mentioned previously, Fortinet’s underappreciated cash 

war chest presents strong acquisition capabilities, placing it in a 

dominant position to acquire new competitors, even potentially 

bringing about synergies in the process. 
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Disclaimer 

This research material has been prepared by NUS Invest. NUS Invest specifically prohibits the redistribution of this material in whole or in 
part without the written permission of NUS Invest. The research officer(s) primarily responsible for the content of this research material, in 
whole or in part, certifies that their views are accurately expressed and they will not receive direct or indirect compensation in exchange for 
expressing specific recommendations or views in this research material. Whilst we have taken all reasonable care to ensure that the 
information contained in this publication is not untrue or misleading at the time of publication, we cannot guarantee its accuracy or 
completeness, and you should not act on it without first independently verifying its contents. Any opinion or estimate contained in this report 
is subject to change without notice. We have not given any consideration to and we have not made any investigation of the investment 
objectives, financial situation or particular needs of the recipient or any class of persons, and accordingly, no warranty whatsoever is given 
and no liability whatsoever is accepted for any loss arising whether directly or indirectly as a result of the recipient or any class of persons 
acting on such information or opinion or estimate. You may wish to seek advice from a financial adviser regarding the suitability of the 
securities mentioned herein, taking into consideration your investment objectives, financial situation or particular needs, before making a 
commitment to invest in the securities. This report is published solely for information purposes, it does not constitute an advertisement and 
is not to be construed as a solicitation or an offer to buy or sell any securities or related financial instruments. No representation or warranty, 
either expressed or implied, is provided in relation to the accuracy, completeness or reliability of the information contained herein. The 
research material should not be regarded by recipients as a substitute for the exercise of their own judgement. Any opinions expressed in this 
research material are subject to change without notice. 
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